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Cyber security involves protecting organisations from cyber risks, the threats to
organisations caused by digital technology. These risks can cause direct damage
to revenues and profits as well as indirect damage through reduced efficiency,
lower employee morale, and reputational damage. Cyber security is often thought
to be the domain of specialist IT professionals however, cyber risks are found
across and within organisations. Unfortunately, many managers outside IT feel
they are ill equipped to deal with cyber risks and the use of jargon makes the
subject especially hard to understand. For this reason cyber threats are worse than
they really need to be. The reality is that the threat from cyber risks is constantly
growing, thus non-technical managers need to understand and manage it. As well
as offering practical advice, the author guides readers through the processes that
will enable them to manage and mitigate such threats and protect their
organisations.
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Editorial Review

Review
'This publication provides a detailed analysis of some of the key cyber security risks facing business today,
and provides useful guidance on how to develop an effective strategy to address them.' --Andy Williams,
Cyber Connect UK

'Advances in technology bring enormous benefits but also pose significant risks. Managing these risks will
challenge all organisations, whatever their sector or size. This book is a welcome addition to the guidance
available and, importantly, emphasises the role of behavioural issues as well as technical solutions to achieve
effective cyber security.' --Carolyn Williams, The Institute of Risk Management

'Jeremy Swinfen Green has succeeded in creating a cybersecurity book that is both well written and uses the
language of business management. This is just the right reference for managers who need to understand key
cybersecurity concepts and threats and how they can manage the risks.' --Paul Dorey, Royal Holloway,
University of London, UK; former CISO, BP PLC

About the Author
Jeremy Swinfen Green is Director of Business Insight at digital agency Smart Cookie and founder of the
digital governance consultancy Mosoco. He has over 20 years' experience of digital business. He was early
into the digital media space, founding digital media agency Multimedia Dimensions in 1993, advising
Omnicom on one of their first digital ventures BMP interAction in 1994 and joining Aegis as digital media
director in 1995. He has advised a wide variety of public and private sector organisations on their digital
business strategies. In addition as leader of several digital businesses, he has had hands-on experience of the
issues surrounding cyber security, data compliance and business continuity as experienced by SMEs. He is a
member of the Performance and Finance Board of TechUK (the UK’s trade organisation for the Technology
Industry) and a member of the Institute of Risk Management’s cyber security SIG.

Users Review

From reader reviews:

Tammi Kendrick:

You are able to spend your free time to study this book this reserve. This Cyber Security: An Introduction for
Non-Technical Managers is simple to bring you can read it in the recreation area, in the beach, train as well
as soon. If you did not possess much space to bring the particular printed book, you can buy the e-book. It is
make you easier to read it. You can save the book in your smart phone. Thus there are a lot of benefits that
you will get when you buy this book.

Joel Jones:

Don't be worry for anyone who is afraid that this book may filled the space in your house, you can have it in
e-book method, more simple and reachable. This specific Cyber Security: An Introduction for Non-Technical
Managers can give you a lot of close friends because by you checking out this one book you have point that



they don't and make you actually more like an interesting person. This specific book can be one of one step
for you to get success. This guide offer you information that possibly your friend doesn't know, by knowing
more than some other make you to be great persons. So , why hesitate? Let us have Cyber Security: An
Introduction for Non-Technical Managers.

Starr Place:

You can obtain this Cyber Security: An Introduction for Non-Technical Managers by look at the bookstore
or Mall. Simply viewing or reviewing it might to be your solve difficulty if you get difficulties for ones
knowledge. Kinds of this book are various. Not only simply by written or printed but in addition can you
enjoy this book by simply e-book. In the modern era like now, you just looking of your mobile phone and
searching what your problem. Right now, choose your ways to get more information about your guide. It is
most important to arrange yourself to make your knowledge are still update. Let's try to choose proper ways
for you.

Kathryn Cortez:

As a university student exactly feel bored to be able to reading. If their teacher asked them to go to the
library or to make summary for some reserve, they are complained. Just very little students that has reading's
heart or real their interest. They just do what the trainer want, like asked to go to the library. They go to there
but nothing reading significantly. Any students feel that examining is not important, boring and can't see
colorful pics on there. Yeah, it is to become complicated. Book is very important to suit your needs. As we
know that on this time, many ways to get whatever we want. Likewise word says, ways to reach Chinese's
country. Therefore this Cyber Security: An Introduction for Non-Technical Managers can make you
experience more interested to read.
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